
Summary Report: ACE v3.6 Security Vulnerability Scanning
Overview
This reports contains summary of the Adeptia Connect Enterprise v3.6 Security vulnerability scanning result. 

Priority Summary Status Comment

Low Concurrent Sessions Allowed False Positive This is as per implementation. Adeptia Connect allows multiple concurrent session for single user.

Medium Weak Password. False Positive. This is as per implementation. Adeptia Connect enforce the below password policy.

The password must contains:

Minimum 8 Characters
Combination of Upper and Lower Case. 
Special Characters
Numerals
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