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Summary Report: ACE v3.3 Security Vulnerability Scanning

Overview
This reports contains summary of the Adeptia Connect Enterprise v3.3 Security vulnerability scanning result. 

Priority Summary Status Comment

Low Concurrent Sessions Allowed False Positive This is as per implementation. Adeptia Connect allows multiple
concurrent session for single user.

Low Sensitive Information Passed Using GET False Positive This is the behavior of SAML IDP server. Username is sent to fetch
the user's image. This may vary from IDP server to server.

Medium Cookie Missing HTTPOnly Flag Planned in v3.4

Medium JavaScript Library Contains Known Vulnerabilities (Older Version of
Jquery and Sencha)

To be planned

No labels
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